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§ 1. General Provisions 

1. These regulations specify the rules for using the PWrGuest Wi-Fi network for guests of Wrocław 

University of Science and Technology, hereinafter referred to as the “Network” or “Service.”   

2. The Network is provided to ensure temporary internet access for individuals on the Wrocław 

University of Science and Technology campus.   

3. Using the Network requires acceptance of these regulations during the account creation process.   

4. The PWrGuest Network is supervised by the IT Department of Wrocław University of Science and 

Technology. 

 

§ 2. Account Registration 

1. Users can self-register an account by connecting to the PWrGuest network with the password 

“PWrGuest” and providing their phone number and email address in the form displayed on the 

webpage. The user’s device must automatically obtain an IP address and DNS server addresses 

assigned by the Network.   

2. The login for internet access is the mobile phone number provided during registration.   

3. The account password is sent via SMS to the user’s provided phone number.   

4. The account is valid for 72 hours from the time of creation.   

5. Each user may have only one active account. 

 

§ 3. Terms of Use 

1. Users must use the Network in accordance with applicable laws, these regulations, and principles 

of social coexistence.   

2. The Network provides access only to the internet. Access to Wrocław University of Science and 

Technology’s internal systems is blocked.   

3. Users are fully responsible for all actions performed on the Network using their account, 

particularly those that may violate applicable laws. 

 

§ 4. Security and Restrictions 

1. Users must ensure the confidentiality of their login credentials and not share them with third 

parties.   



2. All PWrGuest Network users share a common Wi-Fi password. As a result, Wrocław University of 
Science and Technology cannot ensure the confidentiality or integrity of data transmitted over the 
Network and strongly recommends that users implement additional encryption measures to secure 
their internet communications. 

3. Users must properly secure their devices against unauthorized external access while using the 

Network.   

4. Users have no claims for interruptions in Network operation or temporary bandwidth limitations.   

5. Wrocław University of Science and Technology may use cookies, which may be stored on the 

user’s device, to provide the Service. These cookies can be accessed each time the device connects. 

Cookies provide statistical data on user traffic and usage of specific pages, enabling efficient Service 

delivery. Users can disable cookies in their browser, but this may hinder or prevent Network use.   

6. Wrocław University of Science and Technology is not responsible for the privacy policies of 

internet resources accessed by users through the Network.   

7. User activity on the Network is monitored and limited to ensure its security and proper 

functioning. 

 

§ 5. Prohibited Actions 

1. Using the Network in a manner that violates the law is prohibited, including:   

   a) Transmitting illegal or offensive content,   

   b) Attempting to access systems or data without authorization,   

   c) Using the Network to send spam, viruses, or engage in destructive actions,   

   d) Eavesdropping or scanning network traffic.   

2. In case of a violation of these regulations, Wrocław University of Science and Technology reserves 

the right to block Network access and take legal action against the user. 

 

§ 6. Personal Data Processing Information 

In accordance with Article 13(1) and (2) of Regulation (EU) 2016/679 of the European Parliament and 

of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of 

personal data and on the free movement of such data, and repealing Directive 95/46/EC (hereinafter 

“GDPR”):   

1. The Data Controller of the user’s personal data is Wrocław University of Technology, located at 

Wybrzeże St. Wyspiańskiego 27, 50-370 Wrocław. The Controller can be contacted at the above 

address or via email: pwrguest@pwr.edu.pl. The Controller has appointed a Data Protection Officer, 

who can be contacted via email: iod@pwr.edu.pl.   

2. Personal data provided during account registration (i.e., name, surname, phone number, and email 

address) are processed to: provide access to the Network for the duration of the Service based on an 

online agreement through account registration (legal basis: Article 6(1)(b) GDPR) and to prevent 
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abuse and monitor Network security for 12 months or longer, as required by applicable legal 

obligations (legal basis: Article 6(1)(c), (e), and (f) GDPR).   

3. Providing personal data is necessary for the above purposes, and without it, these purposes 

cannot be fulfilled. Authorized employees of the Controller have access to the data as part of their 

duties.   

4. Data recipients may include entities to whom the Controller provides data for service, legal, audit, 

or legal obligation purposes. Personal data will not be transferred to third countries. Personal data 

are not subject to automated decision-making, including profiling.   

5. Users have the right to access their data, correct it, object to its processing, and request restriction 

of its processing.   

6. Users have the right to lodge a complaint with the President of the Personal Data Protection 

Office. 

 

§ 7. Final Provisions 

1. These regulations take effect on the date of their announcement.   

2. Wrocław University of Science and Technology reserves the right to amend these regulations.   

3. Any questions or issues regarding the use of the Network can be directed to the system 

administrator at the email address: pwrguest@pwr.edu.pl. 
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